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Note: (a) All questions are compulsory.

for solving problems

Q.No Question

Q1 What are the potential future developments

cryptographic Hash Functlon Algonthms‘?
Q2

bit blocks are needed to hash this message? )

Q3 If a message is signed using Elgamal w1th a 2048 “bit modu]us and the | 3 5

signature size in bytes?

Q4 In the Kerberos authentication § o tocol, if the Ticket-Granting Ticket | 4 5
(TGT) is 512 bits long and thg se”ss)on tlcket is 256 bits long, what is

the total length of the tickets i

Q5 How does TLS handlé the jerification of server identity to protect | 4 5
against 1mpersonat1on attacks"

Q6 In SSL, if a meséag; .,%s 1,024 bits long and the encryption key is 256 | 4 5
bits, what i the mlmmum cipher-text size generated during
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